Stages of becoming a DCC User

Estimated Timeline for Becoming a DCC User

Accession and User ID
Provided
(Up to 4-6 Weeks)

Credit Cover

SMKI & Repository Entry Process Testing (SREPT)
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Production of Test Production

SREPT provide Draft

advance. Test Artefacts

Test Completion
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User Entry Process Testing (UEPT)
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Security Assessment

== & Advanced Notice
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Security

Reporting Phase
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(Up to 6 Weeks)

Privacy Assessment (Other User Role)
Advanced Notice

Privacy Assessment

(Up to 2 Weeks)

Validation Phase

(Up to 2 Weeks)

Panel Consideration

(Up to 6 Weeks)

Reporting Phase

(Up to 4 Weeks)

Time

(Min 12 Weeks)
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SEC Section References

User ID - B2

Credit Cover - J3

SREPT - H14 & L7

UEPT - H14

Security Assessments - G3:G6

Privacy Assessments - 12:15

From 24
Weeks

Time

DISCLAIMER - These timescales are indicative and are dependent upon:

1. The Credit Cover time-frame is dependent upon commercial discussions with the DCC. The DCC then
reviews it each month thereon after.

2. SREPT and UEPT is dependent upon individual Parties and the time frames assumes that the DCC
Gateway Connection works successfully.

3. Exit Criteria and Testing Completion:
A) Within 2WD DCC to confirm receipt of notification of Test Complete.
B) Within 5SWD of receipt of the notification DCC review completion report.
C) Within 2WD of successful Exit Quality Gate Review meeting, DCC to confirm Test Complete.

4. The timescale of Security and Privacy Assessments will depend upon the scale of the User System being
assessed. Time required to make changes in accordance with User CIO observations will also need to be

taken into account.

5. Depending on the outcome of the assessments further actions may need to be taken.
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