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Operations Group Meeting 34xx 

21 July 2020, 10:00 – 11:30 

Teleconference 

OPSG_34xx_2107 – Draft Minutes 

Attendees: 

Category Operations Group Members 

Operations Group Chair Dave Warner  

DCC Alex Henighan 

Network Parties 
Gemma Slaney  

Matthew Alexander  

Large Suppliers 

Tony Shanahan  

John Noad 

Rochelle Harrison 

Martin Christie (Alternate for Zoe Marklew)  

Martin Hanley (Alternate for Paul Clark) 

Mark Morrison 

Fiona Robbie 

Ed Webber 

Ralph Baxter  

Small Suppliers Kate Frazer 

Other SEC Parties Tom Woolley 

 

Representing  Other Participants 

DCC 

Wendy Liddell 

 Chris Thompson 

Jason Hynes 

Paul Weatherly 

This document is classified as White. Information can be shared with other SEC Parties and SMIP 

stakeholders at large, but not published (including publication online).  
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Apologies: 

Representing Name  

Large Suppliers Rob Short 

Small Suppliers 
Simon Dowse  

Kate Barnes 

Other SEC Parties 
Elias Hanna 

Geoff Huckerby 

1. Introduction 

The Chair welcomed Operations Group (OPSG) members to the extraordinary meeting. The purpose 

of this meeting was to assess DCC’s statement of readiness for Live Service Criterion (LSC) 6, and, 

taking account of the assessment of other LSCs carried out at the last meeting (OPSG_34x), to 

recommend to the SEC Panel whether SMETS1 Secure Middle Operating Capability (MOC) should 

be added onto the Eligible Products Combination List (EPCL). 

2. Residual Risks      

The OPSG considered the residual risks that DCC had identified in its preparations for Secure MOC, 

and in its assessment of readiness against the LSC. [The DCC has retained the numbering from the 

Initial Operating Capability (IOC) LSC submissions which has left gaps in the numbering from risks 

which have been fully mitigated]. 

6. DCC System Stability: The OPSG highlighted that migration rates and volumes will need to be 

assessed periodically to ensure that the DCC (and in particular the DCO) has demonstrated a stable 

service. The OPSG AGREED that the risk was acceptable. 
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3. LSC 6: Pre-existing services remain stable for SMETS2 and 
SMETS1 prior to operating capabilities 

The DCC presented an update on the stability of the SMETS1 service since the implementation of the 

planned change on 14 July 2020. The DCC highlighted that there were two Category 2 Incidents on 15 

July 2020 causing 30% - 80% of service request failures and a degraded service. The DCC noted that 

it has made configuration changes to the network which has stabilised the service successfully. Further, 

SMETS1 migrations had been able to continue at the expected volumes. 

The OPSG queried the Incidents’ root causes, mitigations and any lessons learnt. The DCC explained 

that INC000000607887 was caused by “time out” configurations being incorrectly set. These were 

updated to restore the service. The DCC noted that INC000000607981 highlighted further issues which 

were mitigated and the DCC has now linked both Incidents into ongoing remediations plans. A Large 

Supplier (LS) noted that as experienced previously, implementation of the change on 14 July was not 

completed successfully without error and lessons could be learned. The DCC agreed to provide an 

update on the lessons learnt and all deliverables will be tracked via the DCO stability plan. The DCC 

stated that it had had no subsequent high impact Incidents.  

The DCC explained it believed that it had sufficient stability to go ahead with the deployment of Secure 

MOC Devices. However, the OPSG was concerned that it had still not seen sufficient evidence of a 

stable service over a reasonable period. A Distribution Network Operator (DNO) member noted that the 

Incident timeline from the last two months presented how unstable the service has been, and did not 

give assurance that the service will be stable post deployment. The DCC noted these issues.  However, 

the DCC outlined the risk that if the deployment of Secure MOC Devices does not go ahead as planned, 

then this will affect the schedule for subsequent Releases. 

A Large Supplier (LS) member concurred with the DNO noting that the previous two months of service 

had not been stable. The LS added that the complete Root Cause Analysis of the latest two Incidents 

was not yet complete. Moreover, the Secure MOC cohort includes a high proportion of pre-payment 

Devices. Therefore, service instability has the potential to seriously impact pre-payment customers who 

may be vulnerable: gaining assurance that this risk has been appropriately mitigated should be the main 

consideration.  

The DCC noted that Users are responsible for which Devices in their portfolio are migrated and 

therefore when Active Pre-Payment Devices would be enrolled, but they do not foresee any being 

migrated for, ‘at least the next few months’. SECAS noted that the volumes planned for enrolment the 

week commencing 27 July are very low as per the Migration Control Centre (MCC) Pacing Strategy in 

the LSC documentation, reducing the risk. However, the DCC reiterated it cannot stop Suppliers from 

including Active Devices in early migrations, although can engage with them directly to provide advice 

on whether to proceed or not.  Furthermore, it was noted that after migration, dormant installations may 

be moved to active mode, and credit meters may be moved to prepayment. 

The OPSG agreed that it would recommend an amber status for LSC 6, however the recommendation 

will request a subsequent review of stability, following the migrations for the initial EPCL entry 

(amounting to approximately 1700 installations). The OPSG will then provide a view to BEIS regarding 

readiness and service stability for the subsequent Secure EPCL entries. The service stability must 

include an improved DCO service. The DCC intends to initially migrate 1605 Active and 119 Dormant 

installations and will inform the OPSG of the expected completion date for the check point review. A 

DNO added that in response to the LS earlier comments, additional commentary should also be added 
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to LSC 8, Risk of Consumer Impact regarding the risk to consumers from the DCO instability but that 

the current status should remain unchanged. The OPSG agreed. 

The OPSG AGREED to accept the readiness statement provided by the DCC, but with the condition 

that this should be reviewed further before subsequent EPCL entries for Secure MOC are made. 

The OPSG agreed that the status for this LSC was AMBER. 

[Post Meeting Note: subsequent to the meeting, it was agreed to hold a further review of service stability 

when migrations were scheduled to commence] 

 

ACTION OPSG 34xx/01: The DCC to confirm suitable checkpoints to review Secure MOC migrations. 

4. Recommendation 

The OPSG AGREED that the views recorded from OPSG_34x meeting and the views from section 3 

should be reported to the SEC Panel with the recommendation that Secure MOC should be added to 

the  EPCL, with limited migrations that will be reviewed by the OPSG at a suitable checkpoint in about 

a month’s time. 

ACTION OPSG 34xx/02: SECAS to report to the Panel that Secure MOC should be added to the 

EPCL, with limited migrations that will be reviewed by the OPSG at a suitable checkpoint in about a 

month’s time. 

 

Next Reporting Meeting: 27 July 2020 

Next Main Meeting: 4 August 2020 


