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SMKI PMA Meeting Headlines 66  

10:00 – 14:00, 25 February 2020  

Gemserv, 8 Fenchurch Place, London, EC3M 4AJ 

SECPMA_66_2502 – Meeting Highlights 

At each meeting, the Smart Metering Key Infrastructure Policy Management Authority (SMKI PMA) 

receives updates from the DCC, BEIS and other Sub-Committees on matters of relevance to the 

SMKI arrangements. 

This month, the SMKI PMA was presented with the following items:  

2. Incorrect Certificates for Network Parties – DCC investigation (RED) (DCC) The SMKI PMA 

was updated on an investigation being conducted by the DCC regarding the potential for incorrect 

Organisation Certificates being placed on Devices by certain Network Parties due to acquisition 

and mergers. 

 

3. SMKI PMA Good Practice Guides (AMBER) (SMKI PMA Chair) The SMKI PMA considered 

recommendations from the SMKI PMA Chair regarding replacing the SEC references to the 

discontinued or changed National Cyber Security Centre (NCSC) Good Practice Guides (GPGs) 

43, 45 and 46 to bespoke guidance specific to Smart Metering. The next update will be provided 

at the March SMKI PMA meeting. 

 

4. Enduring Change of Supplier (ECoS) Processing Changes (RED) (BEIS) The SMKI PMA was 

informed of proposed changes to the processing checks applied to Change of Supplier Requests 

under ECoS, to be introduced in parallel with the introduction of XML Signing Certificates for DCC 

Users. The SMKI PMA was generally supportive of the changes and noted that the proposed 

changes will not impact SMKI. 

 

5. New Draft Proposals and Modification Proposals (SECAS) The SMKI PMA noted updates on 

several Draft Proposals Draft Proposal 108 – Draft Proposal 117. 

The SMKI PMA requested further updates on the progression of DP108 and DP110 due to the 

potential impacts on SMKI. 

 

This document is classified as White in accordance with the Panel Information Policy. Information 

can be shared with the public, and any members may publish the information, subject to copyright.  

https://www.gemserv.com/
https://smartenergycodecompany.co.uk/modifications/updating-security-assurance-status/
https://smartenergycodecompany.co.uk/modifications/ssi-job-type-role-for-sro-aro/
https://smartenergycodecompany.co.uk/modifications/aligning-sec-appendix-d-with-dcc-processes/
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6. SMETS1 PKIs (RED) (DCC)  

CP, CPS and documentation for MOC/FOC 

The SMKI PMA noted the DCC update regarding the provision of the Certificate Policy (CP), 

Certification Practice Statements (CPS) and other relevant documentation for the Middle 

Operating Capability (MOC) and Final Operating Capability (FOC) SMETS1 cohorts. 

 

S1SP Risks to FOC PKI 

The DCC provided the SMKI PMA with an update regarding the risks to the FOC PKI resulting 

from a potential security compromise to the S1SP. The SMKI PMA requested the DCC provide 

further clarification on several mitigating actions.  

https://www.gemserv.com/

