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	DCC Internal System Changes
[bookmark: _DV_M291]H8.8	Where the DCC is proposing to make a change to DCC Internal Systems, the DCC shall:
[bookmark: _DV_M292]undertake an assessment of the likely impact on:
[bookmark: _GoBack]Parties in respect  of any potential disruption to Services; and/or
RDPs in relation to the sending or receipt of data pursuant to Section E (Registration Data), 
that may arise as a consequence of the Maintenance required to implement the contemplated change; 
[bookmark: _DV_M293]where such assessment identifies that there is a Material Risk of disruption to Parties and/or RDPs, consult with Parties and/or RDPs (as applicable) and with the Technical Architecture and Business Architecture Sub-Committee regarding such risk; 
[bookmark: _DV_M294]provide the Parties and RDPs the opportunity to be involved in any testing of the change to the DCC Internal Systems prior to its implementation; and
[bookmark: _DV_M295]undertake an assessment of the likely impact of the contemplated change upon the security of the DCC Total System, Smart Metering Systems, and the Systems of Parties and/or RDPs.
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[bookmark: _DV_M350][bookmark: _DV_M351][bookmark: _DV_M376][bookmark: _DV_M397]	Addition of Incidents to the Incident Management Log
[bookmark: _DV_M398][bookmark: _DV_M399]H9.6	Where an Incident Party becomes aware of an Incident that is not yet logged on the Incident Management Log (or, if logged, is incorrectly logged as closed):
0. (where the Incident Party is a User) to the extent such Incident is reasonably capable of being resolved via the Self-Service Interface or via a Service Request which that User has the right to send, then the User shall exercise such rights with a view to resolving the Incident; or
(where the Incident Party is an RDP) to the extent such Incident is reasonably capable of being resolved by re-submitting a subset of Registration Data in accordance with the Registration Data Interface Documents, then the RDP shall re-submit such Data; or
[bookmark: _DV_M400]where neither paragraph (a) nor (b) above does not apply (or to the extent the Incident is not resolved despite compliance with paragraph (a) or (b) above), then the Incident Party shall add the Incident to the Incident Management Log (or, if incorrectly logged as closed, reopen the Incident) via the Self-Service Interface (or, in the case of non-Users, the Service Desk).



