Extracts from 
Appendix AG
Incident Management Policy

1.2.2 	The timetable for Registration Data refreshes is set out in the Registration Data Interface Code of Connection and the Registration Data Incident types are set out in the Registration Data Interface Specification.

2.1.2	Not usedPursuant to Section E2.13, prior to the DCC raising an Incident regarding the provision of Registration Data by a Registration Data Provider, the DCC shall take all reasonable steps to confirm that the issue does not reside within the DCC System or processes.

2.1.5 	Prior to raising an Incident regarding the provision of data to and by the DCC, the Registration Data Provider shall take all reasonable steps to confirm that the issue does not reside within the Registration Data Provider’s systems and processes.
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5.2 Business Continuity and Disaster Recovery Procedures
	
	 Disaster ID
	DCC Disaster Impact
	DCC Mitigation
	DCC Recovery Action
	Incident Party Impact
	Incident Party Actions on failure, failover or failback

	D16
	A failure of a connection or interface between one or more Registration Data Providers (RDP) and the DCC
	There are resilient network links to the Registration Data Providers from both primary and secondary data centres.
	The DCC shall do one or more of the following:
a) recover connection at the
primary data centre;
b) recover connection at the secondary data centre;
c) recover connection to the
Registration Data Provider; or
d) Send and receive Registration update by alternative (secure) means.
	There may be a delay in the issuing of DCC Status Filesupdate	of registration data on the DCC. This may cause some Service Requests to fail registration data checks even though the Party submitting them is an Eligible User.


	1. Upon service restoration, Incident Parties may resubmit failed Service Requests.
2. When requested by the DCC, RDPs shall send and receive updates by alternative (secure) means.
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