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Notification Process Establishment for Duty to Notify and
be Notified Diagrams

The process to establish the arrangements is as follows:
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Once the above arrangements have been established, then in the circumstance where a
Device manufacturer finds a vulnerability, the process will be:
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Device Manufacturer to Supplier Notification
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In the circumstance where an Energy Supplier finds a vulnerability, the process will be as follows:
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Supplier to Manufacturer Notification
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